

Enterprise Wide Risk Management
Introduction:
Achievement of business and financial objectives is of paramount importance for a Bank or a Financial Services Organisation. The Top Managements of Banks and Financial Services Organisations are always under pressure to perform and to achieve their business targets. When periodical reviews are undertaken, related questions surface. Some such questions could be “What sort of roadblocks they can face on their way to achievement of their business goals? What are the risk-factors faced by the organisation?  To what extent, can these risk-factors impact the achievement of the business objectives?  How can these risk factors be mitigated?  How to regularly control and monitor the risk-factors? ” etc. 
Enterprise-Wide Risk Management (EWRM) provides an answer to such questions. We can define EWRM as a continuous and structured process of identifying all external and internal risk-factors; assessing their impact on the achievement of the organisation’s business and financial targets; prioritising the risk-factors; exploring alternatives for mitigating the risks; and controlling and monitoring such risks. 

Thus, we may say that EWRM encompasses the entire gamut of the organisation’s operations and is not limited to a single event or circumstance impacting the organisation’s functioning. It is a dynamic process involving people at all levels, covers every aspect of the organisation’s resources and operations and takes a holistic picture of the entire organisation for the purpose of risk management. 

Implementation of Enterprise Wide Risk Management:

EWRM involves listing the objectives of the organisation; identifying the risk-factors that could adversely impact the achievement of each of the objectives; assessing the impact of the risk-factors on the achievement of each of the objectives; finding alternatives for mitigating the risk-factors and take steps to control and monitor the risk-factors on a regular basis..

Let us illustrate the enterprise wide risk management by taking the example of a Bank which has an objective to achieve an increase of 25% in its market share of deposits in 2017-18. The Bank has identified one of the risk-factors that could have an adverse impact on its projected growth is shortage of a well-trained marketing team at its branches. The Top Management of the Bank realises that if it does not have a well-trained team in place, it would at best achieve a deposit growth of 10%, which is almost the same as the previous year’s deposit growth. This shows that “untrained marketing team” is a major risk-factor. There could be other risk-factors too, like competition from other Banks, competition from mutual funds, reduction in interest rates and lack of brand awareness. 

Now let us explore a few risk-mitigating options for “untrained marketing team”.

The options could be:

· Train the existing marketing team

· Hire well-trained personnel from the market

· Use a mix of the two 

For each of the above available choices, the Bank shall have to carry out a cost-benefit analysis before deciding on a particular course of action.

The implementation of EWRM therefore, involves the following steps:

1. Evaluation of the existing risk management systems involving

a) Review of the internal environment with a view to assess the risk philosophy and risk culture

b) Review of the process of setting objectives

c) Assessment of the existing mechanism of identifying risk-factors that can affect achievement of the desired objectives 

d) Evaluation of the existing process of assessing risks

e) Assessment of the process of responding to identified risks

f) Evaluation of the adequacy of existing control processes

g) Assessment of the adequacy of existing management information system (MIS)

h) Review of the process of monitoring risks

2. Formulation of a road map for the implementation plan that seeks to bridge the gaps in risk management practices vis-à-vis EWRM.

Enterprise Risk Management for Banks:

Risk management in the banking sector has been in the limelight especially after the recent turbulences that have impacted the effective functioning of the banking sector. The repercussions/impact of not managing the risks effectively in banks has also been recognised by the Governments all over the world and several regulations to control risks that arise in the banking business and operations were enacted as a result.

The risk function in the banks evolved over a period of time and reached a stage where the need was felt to have  a common criterion to measure and quantify the risks faced by the banks so as have a comparative analysis of the banks. BASEL Norms have been introduced to align the risk management practices of various banks with the BASEL Norms over a period of time. The Basel norms are focused on the risks in Operational, Credit and Market areas which in turn have helped the banks to quantify the risks and standardize their risk management practices in the said areas. Of late, liquidity risk has also emerged as an important element in the whole risk management process.
However, for effective and comprehensive risk management, it is desirable to have a comprehensive risk management system which shall help the banks to identify, mitigate risks across enterprise in all the areas and at the same time rationalize and mature their risk management practices across the enterprise.

The above factors should lead to a scenario where the banks start looking beyond Regulatory compliance and Basel norms for an Enterprise‐wide approach to cater to all risk requirements in more cost effective and efficient manner. It is most probably with this purpose in mind that the Reserve Bank of India has issued instructions to the banks to implement the recommendations of the Committee on Capacity Building constituted in July 2014 under the Chairmanship of former Executive Director, Shri G Gopalakrishna, with the objective of implementing non-legislative recommendations of the Financial Sector Legislative Reforms Commission. The Banks are required to identify specialised areas for certification of the staff manning key responsibilities which includes enterprise-wide risk.

Banks have identified and started adapting the Enterprise Risk Management Framework released by COSO (Committee of Sponsoring Organizations of the Treadway Commission) as a framework to drive their initiatives in risk management beyond Basel norms and regulatory compliances. The COSO ERM framework has all the components that could help the banks to stand a chance to derive business value while meeting compliance requirements. The ERM Framework is structured around eight key components and four key objectives of business viz. strategic, operations, reporting and compliance. The components of the ERM Framework are given below:
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COSO’s Enterprise Risk Management – Integrated Framework

Enterprise Risk Management enables the organizations to pragmatically deal with uncertainty and associated risk and opportunity thus enhancing the brand value and profitability. Enterprise risk management helps in identifying and selecting among alternative risk responses – risk avoidance, reduction, transfer, and acceptance. It helps to ensure effective reporting and compliance with laws and regulations, and avoid damage to the entity’s reputation and associated consequences.

To summarize, Enterprise Risk Management helps an entity get to where it wants to go and avoid pitfalls and surprises along the way. An organization has to understand the challenges, various risk domains and risk areas relevant to the business and the different kinds of ERM activities which need to be carried out to successfully implement the ERM framework.

